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ABSTRACT

This contribution presents a set of guidelines on designing systems for safety, developed by the Technical Committee 7 on Reliability and Safety of the European Workshop on Industrial Computer Systems (EWICS). Their focus is on complementing the traditional development process by adding the following four steps: (1) Overall Safety Analysis; (2) Analysis of the Functional Specification; (3) Designing for Safety; (4) Validation of Design; Quantitative assessment of safety is possible by means of a questionnaire composed of a number of modules covering various aspects of all major stages of system development.
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MEMBERSHIP (Industries)

- INFORMATION TECHNOLOGY
- NUCLEAR
- TRANSPORTATION
- ENERGY
- CHEMICAL
- TELECOMMUNICATION
PRINCIPLES FOR SAFE DESIGN

- Relate target safety reqs to plant safety
- Structure according to criticality
- Ultra-high rel. of safety-critical modules
- Design for safety
- Monitor safety continuously
- Independence of safety-related activities
FOUR SAFE DESIGN STEPS

- Overall Safety Analysis
- Analysis of the Functional Specification
- Designing of Target System
- Validation of Design
1. OVERALL SAFETY ANALYSIS

- Information of the Environment
- Description of the Plant
- Safety Criteria
- Regulations and Constraints
- Auxiliary Information
- Risk Analysis Results
2. ANALYSIS OF FUNCTIONAL SPEC

- Decomposition of the Specification
- Classification of Target System Responses
- Investigation of Target Systems Influences
- Safety Analysis of the Functional Spec
3. DESIGNING OF TARGET SYSTEM

- Principles and Techniques for Safe Design
- Interfaces to the Plant
- Specific Design Constraints
- Specific Features to Enhance Safety
- Reviewed Functional Specification
4. VALIDATION OF DESIGN

- Checking Criteria and Constraints
- Failure Analysis
- Functionality Checks
- Availability/Maintainability Checks
- Integrity/Fault-Tolerance Checks
- External Threat Checks
THE QUESTIONNAIRE

- **Project Planning and Management**
- **System Requirements Specification**
- **Design**
- **Coding and Construction**
THE QUESTIONNAIRE (Cont.)

- **Integration of Hardware and Software**
- **Verification and Validation**
- **Qualification**
- **Operation and Maintenance**
SAFECOMP Workshops

- 1979 Stuttgart, Germany
- 1982 West Lafayette, IN, USA
- 1983 Cambridge, UK
- 1985 Como, Italy
- 1986 Sarlat, France
- 1988 Fulda, Germany
- 1989 Vienna, Austria
- 1991 Trondheim, Norway
- 1992 Zurich, Switzerland
F. Redmill (Ed.)
Dependability of Critical Computer Syst
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Software for Computers in the Safety Systems of Nuclear Power Stations