A method and apparatus for processing a plurality of data packets. A data packet is received. A determination is made as to whether a portion of the data packet follows a selected digital recorder standard protocol based on a header of the data packet. Raw data in the data packet is converted into human-readable information in response to a determination that the portion of the data packet follows the selected digital recorder standard protocol.
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BACKGROUND INFORMATION

1. Field
The present disclosure relates generally to processing data packets and, in particular, to processing data packets that follow a selected digital recorder standard protocol. Still more particularly, the present disclosure relates to a method and apparatus for converting binary data in data packets that follow a selected digital recorder standard protocol into human-readable information.

2. Background
Different types of information may be sent over a network using a series of data packets. For example, an email may be sent over a network as a series of data packets. A data packet is a formatted unit of data that travels over a network. The data packet may travel from a source to a destination. The structure of the data packet may depend on the type of the data packet and on the protocol associated with the data packet.

Typically, a data packet includes a header and a payload. The header may contain information about the data packet. For example, without limitation, the header of an Internet Protocol (IP) data packet may include a source Internet Protocol address, a destination Internet Protocol address, a sequence number, a type of service, and other types of information. The payload is the actual data that is being delivered to the destination. The information contained in a data packet may be in a raw format. In other words, the information may be in a binary format.

In some cases, it may be desirable to analyze the raw network traffic of data packets being received over a network at an interface. Wireshark may be an example of a free and open source packet analyzer used to analyze these types of data packets. Wireshark may allow data packets to be dissected. In other words, the data packets may be decoded and converted into human-readable information.

The information in a data packet may be formatted to follow any number of different protocols including, but not limited to, the Internet Protocol, the User Datagram Protocol (UDP), the Transmission Control Protocol (TCP), and other types of protocols. Multiple dissectors may be used to decode a data packet with each dissector capable of decoding the portion of the data packet following a protocol corresponding to that dissector.

Currently available dissectors may be unable to decode certain portions of data packets. For example, currently available dissectors may be unable to decode data packets that follow the Inter-Range Instrumentation Group (IRIG) Standard 106 protocol. The Inter-Range Instrumentation Group (IRIG) Standard 106 protocol is a digital recorder standard protocol. Consequently, some packet analyzers, such as Wireshark, may be unable to accurately analyze data packets received over a network and detect errors in the sequencing of these data packets. Therefore, it would be desirable to have a method and apparatus that take into account at least some of the issues discussed above, as well as other possible issues.

SUMMARY

In one illustrative embodiment, an apparatus comprises a decoder. The decoder converts raw data in a portion of a data packet that follows a selected digital recorder standard protocol into human-readable information.

In another illustrative embodiment, a method for processing a plurality of data packets is provided. A data packet is received. A determination is made as to whether a portion of the data packet follows a selected digital recorder standard protocol based on a header of the data packet. Raw data in the data packet is converted into human-readable information in response to a determination that the portion of the data packet follows the selected digital recorder standard protocol.

In yet another illustrative embodiment, a method for processing a plurality of data packets is provided. A data packet is received. A determination is made as to whether a portion of the data packet follows a selected digital recorder standard protocol based on a header of the data packet. Raw data in the header of the data packet is converted into human-readable header information in response to a determination that the portion of the data packet follows the selected digital recorder standard protocol. A determination is made as to whether an error has occurred based on the header of the data packet. An error indication is generated in response to a determination that the error has occurred.

The features and functions can be achieved independently in various embodiments of the present disclosure or may be combined in yet other embodiments in which further details can be seen with reference to the following description and drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

The novel features believed characteristic of the illustrative embodiments are set forth in the appended claims. The illustrative embodiments, however, as well as a preferred mode of use, further objectives and features thereof, will best be understood by reference to the following detailed description of an illustrative embodiment of the present disclosure when read in conjunction with the accompanying drawings, wherein:

FIG. 1 is an illustration of a data analyzer in the form of a block diagram in accordance with an illustrative embodiment;

FIG. 2 is an illustration of a display of a graphical user interface associated with a data analyzer in accordance with an illustrative embodiment;

FIG. 3 is an illustration of a display of color-coding rules for a graphical user interface in accordance with an illustrative embodiment;

FIG. 4 is an illustration of another display of a graphical user interface in accordance with an illustrative embodiment;

FIG. 5 is an illustration of another display of a graphical user interface in accordance with an illustrative embodiment;

FIG. 6 is an illustration of a process for processing data packets in the form of a flowchart in accordance with an illustrative embodiment;
FIG. 7 is an illustration of a process for processing a data packet in the form of a flowchart in accordance with an illustrative embodiment.

FIG. 8 is an illustration of a process for evaluating a data packet for an out-of-sequence packet error with respect to a User Datagram Protocol sequence in the form of a flowchart in accordance with an illustrative embodiment.

FIG. 9 is an illustration of a process for evaluating a data packet for an out-of-sequence packet error with respect to a channel sequence in the form of a flowchart in accordance with an illustrative embodiment; and

FIG. 10 is an illustration of a data processing system in the form of a block diagram in accordance with an illustrative embodiment.

DETAILED DESCRIPTION

The illustrative embodiments recognize and take into account different considerations. For example, the illustrative embodiments recognize and take into account that it may be desirable to have a method and apparatus for analyzing data packets that follow a selected digital recorder standard protocol. In particular, it may be desirable to have a method and apparatus for analyzing data packets that follow the Inter-Range Instrumentation Group (IRIG) Standard 106 protocol. Still more particularly, it may be desirable to have a method and apparatus for analyzing data packets that follow the Chapter 10 protocol of the Inter-Range Instrumentation Group (IRIG) Standard 106.

Referring now to the figures and, in particular, with reference to FIG. 1, an illustration of a data analyzer is depicted in the form of a block diagram in accordance with an illustrative embodiment. In this illustrative example, data analyzer 100 may be used to analyze data. Data analyzer 100 may also be referred to as a data packet analyzer. In other cases, data analyzer 100 may be referred to as a packet analyzer.

Data analyzer 100 may be implemented using hardware, software, firmware, or some combination thereof. In this illustrative example, data analyzer 100 may be implemented using computer system 104. Computer system 104 may be comprised of one or more computers. When computer system 104 includes multiple computers, these computers may be in communication with each other. Data analyzer 100 may process data that has been received over network 105. Data analyzer 100 may include plurality of dissectors 106. Each of plurality of dissectors 106 may correspond to a different protocol. Plurality of dissectors 106 may be used to decode data that is received over network 105.

As decoder 114 decodes binary header data 142, decoder 114 may extract binary header information 144. Raw data 138 may include binary header data 142. As decoder 114 decodes binary header data 142, decoder 114 may extract sequencing information from binary header data 142. In particular, decoder 114 may extract the User Datagram Protocol sequence number and the channel sequence number from binary header data 142 and add these numbers to User Datagram Protocol sequence list 143 and channel sequence list 145, respectively. User Datagram Protocol sequence list 143 and channel sequence list 145 may be stored in database 115. Error detector 116 may evaluate data packet 118 to determine whether one of number of selected errors 146 has occurred. Number of selected errors 146 may include, for example, without limitation, at least one of a dropped packet error, an out-of-sequence packet error, or some other type of error.

As used herein, the phrase “at least one of,” when used with a list of items, means different combinations of one or more of the listed items may be used and only one of the items in the list may be needed. The item may be a particular object, thing, action, process, or category. In other words, “at least one of” means any combination of items or number of items may be used from the list, but not all of the items in the list may be required.

For example, “at least one of item A, item B, or item C” or “at least one of item A, item B, and item C” may mean item A; item A and item B; item A; item A, item B, and item C; or item B and item C. In some cases, “at least one of item
In this illustrative example, display 200 includes window 201. Within window 201, data packet section 202, human-readable section 204, and hexadecimal data section 206 are displayed. Data packet section 202 may display a listing of the various data packets analyzed and information about these data packets extracted from the headers of the data packets. As depicted, data packet section 202 displays index 208, time 210, source 212, destination 214, protocol 216, length 218, and information 220 about each of the data packets listed in data packet section 202.

Index 208 may be a unique identifier for each data packet. Time 210 may be the time at which the data packet was received. Source 212 may be the address of the source from which the data packet was received. Destination 214 may be the address of the destination of the data packet. The addresses for the source and destination may be Internet Protocol addresses in this illustrative example.

Protocol 216 may identify the encapsulated protocol followed by the data packet. As depicted, the data packets displayed in data packet section 202 follow the Inter-Range Instrumentation Group protocol, which may be the Chapter 10 protocol of the Inter-Range Instrumentation Group Standard 106. Length 218 may be a length of the payload of the data packet. Information 220 may include information about the source port from which the data packet was sent and the destination port at which the data packet was received.

In this illustrative example, data packet 221 has been selected. Based on this selection, the human-readable information generated for this data packet is displayed within human-readable section 204. For example, raw data in data packet 221 may have been decoded using a dissector, such as dissector 112 in FIG. 1, and converted into human-readable information 222.

As depicted in this example, human-readable information 222 may include, but is not limited to, protocol identification 230, error indication 224, and human-readable header information 226. Protocol identification 230 identifies that the portion of data packet 221 decoded follows the Chapter 10 Protocol of the Inter-Range Instrumentation Group.

Error indication 224 may be an example of one implementation for error indication 151 in FIG. 1. As depicted, error indication 224 may be displayed in correspondence with the selection of data packet 221 in data packet section 202. Although error indication 224 is displayed as part of human-readable information 222 in this example, in other examples, error indication 224 may be displayed separate from human-readable information 222. Error indication 224 indicates that data packet 221 is an out-of-sequence packet error. In other words, data packet 221 was received out-of-sequence.

Human-readable header information 226 may include information obtained from the header of data packet 221. In particular, binary header data in data packet 221 may have been converted into human-readable header information 226. Human-readable header information 226 may be an example of one implementation for human-readable header information 144 in FIG. 1. As depicted, human-readable header information 226 may include, but is not limited to, version number 232, type 234, User Datagram Protocol sequence number 236, channel identifier 238, channel sequence number 240, reserved number 242, and segment offset 244.

Human-readable information 225 may be the information that was generated by dissectors that processed data packet 221 previous to the dissector corresponding to the Inter-Range Instrumentation Group protocol. As depicted, these
previous dissectors decoded the portion of data packet 221 corresponding to the Ethernet protocol, the Internet Protocol, and the User Datagram Protocol. Without using a dissector, such as dissector 112 in FIG. 1, to decode the portion of the header in data packet 221 that follows the Chapter 10 Protocol of Standard 106 provided by the Inter-Range Instrumentation Group, human-readable section 204 would not include human-readable information 222 but would, instead, include only human-readable information 225.

Hexadecimal data section 206 may display the raw data in data packet 221 in a hexadecimal format. In particular, the data analyzer may convert binary data in data packet 221 into a hexadecimal format for display in hexadecimal data section 206.

With reference now to FIG. 3, an illustration of a display of color-coding rules for a graphical user interface is depicted in accordance with an illustrative embodiment. In this illustrative example, display 300 may be of a graphical user interface associated with a data analyzer, such as graphical user interface 153 associated with data analyzer 100 in FIG. 1.

Window 301 may be similar to window 201 displayed in FIG. 2. As depicted, window 302 is displayed over window 301. Window 302 may allow color-coding rules to be added to the graphical user interface such that different types of information may be graphically-coded according to these graphical-coding rules. List 304 of plurality of graphical-coding rules 306 displayed in window 302 may be dynamic. In other words, graphical-coding rules may be added to, removed from, or edited in list 304 of graphical-coding rules 306. Rule 308 may be an example of one of these graphical-coding rules. Rule 308 may be the graphic-coding rule by which information for data packets that are out of order, or out-of-sequence, are formatted. In other illustrative examples, list 304 of graphical-coding rules 306 may include color-coding rules that define, for example, font color and background color.

With reference now to FIG. 4, an illustration of another display of a graphical user interface is depicted in accordance with an illustrative embodiment. Display 400 may be of a graphical user interface associated with a data analyzer, such as graphical user interface 153 associated with data analyzer 100 in FIG. 1.

Display 400 includes window 401, which may be similar to window 201 in FIG. 2. Window 401 may include data packet section 402, human-readable section 404, and hexadecimal data section 406. In this illustrative example, group of data packets 408 are graphically-coded such that group of data packets 408 may be distinguished from the other data packets in data packet section 402. Data packet 410 may be one of group of data packets 408. Each of group of data packets 408 is graphically-coded according to rule 308 in FIG. 3, thereby indicating that each of group of data packets 408 is an out-of-sequence data packet.

As depicted, data packet 410 has been selected by a user such that human-readable information generated by the dissectors is displayed in human-readable section 404. Control 412 may be selected by a user to expand the human-readable information generated by the dissector corresponding to the Inter-Range Instrumentation Group protocol.

With reference now to FIG. 5, an illustration of another display of a graphical user interface is depicted in accordance with an illustrative embodiment. Display 500 may be of a graphical user interface associated with a data analyzer, such as graphical user interface 153 associated with data analyzer 100 in FIG. 1.

Display 500 includes window 501, which may be similar to window 201 in FIG. 2. Window 501 may include data packet section 502, human-readable section 504, and hexadecimal data section 506. In this illustrative example, filter section 508 has been used to filter the data packets displayed in data packet section 502 such that only data packets having the User Datagram Protocol sequence number of 4503 are displayed. As depicted, only data packet 512 is displayed.

In response to a selection of data packet 512, human-readable information 514 for data packet 512 is displayed in human-readable section 504. Human-readable information 514 may be the portion of information generated by the dissector corresponding to the Inter-Range Instrumentation Group protocol.

The illustrations of displays 200, 300, 400, and 500 in FIGS. 2-5 are not meant to imply physical or architectural limitations to the manner in which an illustrative embodiment may be implemented. Other components in addition to or in place of the ones illustrated may be used. Some components may be optional.

With reference now to FIG. 6, an illustration of a process for processing data packets is depicted in the form of a flowchart in accordance with an illustrative embodiment. The process illustrated in FIG. 6 may be implemented using data analyzer 100 in FIG. 1. In particular, this process may be implemented using dissector 112 in FIG. 1.

The process may begin by receiving a data packet (operation 600). Next, a determination is made as to whether a portion of the data packet follows a selected digital recorder standard protocol based on a header of the data packet (operation 602). This selected digital recorder standard protocol may be the Chapter 10 protocol of the Inter-Range Instrumentation Group Standard 106.

If a portion of the data packet follows the selected digital recorder standard protocol, raw data in the data packet is converted into human-readable information (operation 604). In other words, in operation 604, binary data in the data packet may be converted into human-readable information. In particular, binary data in the header of the data packet, which may also be referred to as binary header data, may be converted into human-readable header information. Thereafter, the process returns to operation 600 as described above. With reference again to operation 602, if no portion of the data packet follows the selected digital recorder standard protocol, the process returns to operation 600 as described above.

With reference now to FIG. 7, an illustration of a process for processing a data packet is depicted in the form of a flowchart in accordance with an illustrative embodiment. The process illustrated in FIG. 7 may be implemented using data analyzer 100 in FIG. 1. In particular, this process may be implemented using dissector 112 in FIG. 1.

The process may begin by receiving a data packet (operation 700). Next, a determination is made as to whether a portion of the data packet follows the chapter 10 protocol of the Inter-Range Instrumentation Group Standard 106 based on a header of the data packet (operation 702). If a portion of the data packet follows the chapter 10 protocol of the Inter-Range Instrumentation Group Standard 106, raw data in this portion of the data packet is converted into human-readable information (operation 704). This raw data may be binary data in the header of the data packet. The human-readable information is then sent to a graphical user interface for display on a display device (operation 706).
A User Datagram Protocol sequence number and a channel sequence number are then extracted from the header of the data packet (operation 700). A determination is then made as to whether an error has occurred by evaluating the data packet with respect to the User Datagram Protocol sequence number and the channel sequence number (operation 710). If an error has occurred, an error indication is sent to the graphical user interface (operation 712), with the process then returning to operation 700 described above. Otherwise, if no error has occurred, the process returns directly to operation 700 described above.

With reference again to operation 702, if no portion of the data packet follows the chapter 10 protocol of the Inter-Range Instrumentation Group Standard 106, then the process returns to operation 700 as described above. In some cases, the data packet may then be sent to another dissector such that some other portion of the data packet following some other protocol may be decoded.

With reference now to FIG. 8, an illustration of a process for evaluating a data packet for an out-of-sequence packet error with respect to a User Datagram Protocol sequence is depicted in the form of a flowchart in accordance with an illustrative embodiment. The process illustrated in FIG. 8 may be implemented using dissector 112 in FIG. 1. In particular, this process may be implemented using error detector 116 in FIG. 1.

The process may begin by receiving a current User Datagram Protocol sequence number extracted from a header of a data packet (operation 800). Next, a determination is made as to whether a User Datagram Protocol sequence list stored in a database is empty (operation 802). If the User Datagram Protocol sequence list is not empty, a determination is made as to whether the current User Datagram Protocol sequence number minus 1 is in the User Datagram Protocol sequence list (operation 804).

If the current User Datagram Protocol sequence number minus 1 is in the User Datagram Protocol sequence list, a determination is made as to whether the current User Datagram Protocol sequence number plus 1 is in the User Datagram Protocol sequence list (operation 806). If the current User Datagram Protocol sequence number plus 1 is not in the User Datagram Protocol sequence list, the process appends the current User Datagram Protocol sequence number to the User Datagram Protocol sequence list (operation 808), with the process terminating thereafter.

With reference again to operation 806, if the current User Datagram Protocol sequence numbers plus 1 is in the User Datagram Protocol sequence list, the process generates an error indication of an out-of-sequence packet error (operation 810), with the process then proceeding to operation 808 as described above. With reference again to operation 804, if the current User Datagram Protocol sequence number minus 1 is not in the User Datagram Protocol sequence list, the process proceeds to operation 810. With reference again to operation 802, if the User Datagram Protocol sequence list is empty, the process proceeds to operation 808 as described above.

With reference now to FIG. 9, an illustration of a process for evaluating a data packet for an out-of-sequence packet error with respect to a channel sequence is depicted in the form of a flowchart in accordance with an illustrative embodiment. The process illustrated in FIG. 9 may be implemented using dissector 112 in FIG. 1. In particular, this process may be implemented using error detector 116 in FIG. 1.

The process may begin by receiving a current channel sequence number extracted from a header of a data packet (operation 900). Next, a determination is made as to whether a channel sequence list stored in a database is empty (operation 902). If the channel sequence list is empty, then there is no error and the process appends the current channel sequence number to the channel sequence list (operation 904), with the process terminating thereafter.

However, with reference again to operation 902, if the channel sequence list is not empty, a determination is made as to whether a current channel sequence number minus 1 is in the channel sequence list (operation 906). If the current channel sequence number minus 1 is in the channel sequence list, the process proceeds to operation 904 as described above. Otherwise, a determination is made as to whether the current channel sequence number is in the channel sequence list, the process proceeds to operation 904 as described above. Otherwise, the process generates an error indication of an out-of-sequence packet error (operation 910), with process then proceeding to operation 904 as described above.

The flowcharts and block diagrams in the different depicted embodiments illustrate the architecture, functionality, and operation of some possible implementations of apparatuses and methods in an illustrative embodiment. In this regard, each block in the flowcharts or block diagrams may represent a module, a segment, a function, a portion of an operation or step, some combination thereof.

In some alternative implementations of an illustrative embodiment, the function or functions noted in the blocks may occur out of the order noted in the figures. For example, in some cases, two blocks shown in succession may be executed substantially concurrently, or the blocks may sometimes be performed in the reverse order, depending upon the functionality involved. Also, other blocks may be added in addition to the illustrated blocks in a flowchart or block diagram.

Turning now to FIG. 10, an illustration of a data processing system is depicted in the form of a block diagram in accordance with an illustrative embodiment. Data processing system 1000 may be deployed to implement computer system 104 in FIG. 1. As depicted, data processing system 1000 includes communications framework 1002, which provides communications between processor unit 1004, storage devices 1006, communications unit 1008, input/output unit 1010, and display 1012. In some cases, communications framework 1002 may be implemented as a bus system.

Processor unit 1004 is configured to execute instructions for software to perform a number of operations. Processor unit 1004 may comprise one or more of processors, a multi-processor core, or some other type of processor, depending on the implementation. In some cases, processor unit 1004 may take the form of a hardware unit, such as a circuit system, an application specific integrated circuit (ASIC), a programmable logic device, or some other suitable type of hardware unit.

Instructions for the operating system, applications and programs run by processor unit 1004 may be located in storage devices 1006. Storage devices 1006 may be in communication with processor unit 1004 through communications framework 1002. As used herein, a storage device, also referred to as a computer-readable storage device, is any piece of hardware capable of storing information on a temporary basis, a permanent basis, or both. This information may include, but is not limited to, data, program code, other information, or some combination thereof.

Memory 1014 and persistent storage 1016 are examples of storage devices 1006. Memory 1014 may take the form
of, for example, a random access memory or some type of volatile or non-volatile storage device. Persistent storage 1016 may comprise any number of components or devices. For example, persistent storage 1016 may comprise a hard drive, a flash memory, a rewritable optical disk, a rewritable magnetic tape, or some combination of the above. The media used by persistent storage 1016 may or may not be removable.

Communications unit 1008 allows data processing system 1000 to communicate with other data processing systems, devices, or both. Communications unit 1008 may provide communications using physical communications links, wireless communications links, or both.

Input/output unit 1010 allows input to be received from and output to be sent to other devices connected to data processing system 1000. For example, input/output unit 1010 may allow user input to be received through a keyboard, a mouse, some other type of input device, or a combination thereof. As another example, input/output unit 1010 may allow output to be sent to a printer connected to data processing system 1000.

Display 1012 is configured to display information to a user. Display 1012 may comprise, for example, without limitation, a monitor, a touch screen, a laser display, a holographic display, a virtual display device, some other type of display device, or a combination thereof.

In this illustrative example, the processes of the different illustrative embodiments may be performed by processor unit 1004 using computer-implemented instructions. These instructions may be referred to as program code, computer usable program code, or computer readable program code and may be read and executed by one or more processors in processor unit 1004.

In these examples, program code 1018 is located in a functional form on computer readable media 1020, which is selectively removable, and may be loaded onto or transferred to data processing system 1000 for execution by processor unit 1004. Program code 1018 and computer readable media 1020 together form computer program product 1022. In this illustrative example, computer readable media 1020 may be computer readable storage media 1024 or computer readable signal media 1026.

Computer readable storage media 1024 is a physical or tangible storage device used to store program code 1018 rather than a medium that propogates or transmits program code 1018. Computer readable storage media 1024 may be, for example, without limitation, an optical or magnetic disk or a persistent storage device that is connected to data processing system 1000.

Alternatively, program code 1018 may be transferred to data processing system 1000 using computer readable signal media 1026. Computer readable signal media 1026 may be, for example, a propagated data signal containing program code 1018. This data signal may be an electromagnetic signal, an optical signal, or some other type of signal that can be transmitted over physical communications links, wireless communications links, or both.

The illustration of data processing system 1000 in FIG. 10 is not meant to provide architectural limitations to the manner in which the illustrative embodiments may be implemented. The different illustrative embodiments may be implemented in a data processing system that includes components in addition to or in place of those illustrated for data processing system 1000. Further, components shown in FIG. 10 may be varied from the illustrative examples shown.

Thus, the illustrative embodiments provide a method and apparatus for processing data packets that are received over a network. In one illustrative example, a data packet may be received. A determination may be made as to whether a portion of the data packet follows a selected digital recorder standard protocol based on a header of the data packet. In this illustrative example, the selected digital recorder standard protocol may be an Inter-Range Instrumentation Group protocol, which may also be referred to as an "IRIG protocol." More specifically, the selected digital recorder standard protocol may be the Chapter 10 protocol of Standard 106 provided by the Inter-Range Instrumentation Group (IRIG).

Raw data in the data packet may be converted into human-readable information in response to a determination that the portion of the data packet follows the selected digital recorder standard protocol. In one illustrative example, the raw data may include binary header data that is then converted into human-readable information.

The description of the different illustrative embodiments has been presented for purposes of illustration and description, and is not intended to be exhaustive or limited to the embodiments in the form disclosed. Many modifications and variations will be apparent to those of ordinary skill in the art. Further, different illustrative embodiments may provide different features as compared to other desirable embodiments. The embodiment or embodiments selected are chosen and described in order to best explain the principles of the embodiments, the practical application, and to enable others of ordinary skill in the art to understand the disclosure for various embodiments with various modifications as are suited to the particular use contemplated.

What is claimed is:
1. An apparatus comprising:
a processor configured to implement:
a decoder that converts raw data in a portion of a data packet that follows a selected digital recorder standard protocol into human-readable information; wherein the selected digital recorder standard protocol is a Chapter 10 protocol of Standard 106 provided by Inter-Range Instrument Group, wherein the decoder extracts a sequence number and a channel sequence number from a header of the data packet; and
an error detector that detects whether an out-of-sequence packet error has occurred based on the sequence number and the channel sequence number.
2. The apparatus of claim 1 wherein the out-of-sequence packet error is an error in a number of selected errors; and
the error detector determines whether one of the number of selected errors has occurred based on a header of the data packet.
3. The apparatus of claim 2, wherein the error detector generates an error indication in response to the determination that the one of the number of selected errors has occurred and sends the error indication to a graphical user interface.
4. The apparatus of claim 1, wherein the decoder sends the human-readable information to a graphical user interface for display on a display device.
5. The apparatus of claim 1, further comprising:
a database storing a sequence list and a channel sequence list, wherein the sequence number is appended to the sequence list and the channel sequence number is appended to the channel sequence list.
6. A method for processing a plurality of data packets, the method comprising:
receiving a data packet;
determining whether a portion of the data packet follows a selected digital recorder standard protocol based on a header of the data packet, wherein the selected digital recorder standard protocol is a Chapter 10 protocol of Standard 106 provided by Inter-Range Instrument Group;
converting raw data in the data packet into human-readable information in response to a determination that the portion of the data packet follows the selected digital recorder standard protocol;
extracting a sequence number and a channel sequence number from a header of the data packet; and
determining whether an out-of-sequence packet error has occurred based on the sequence number and the channel sequence number.
7. The method of claim 6 further comprising:
repeating determining whether the portion of the data packet follows the selected digital recorder standard protocol based on the header of the data packet and converting the raw data in the data packet into the human-readable information in response to the determination that the portion of the data packet follows the selected digital recorder standard protocol for each of the plurality of data packets received in a data stream over a network.
8. The method of claim 6, wherein receiving the data packet comprises:
receiving the data packet after a dissector corresponding to a User Datagram Protocol has decoded another portion of the data packet that follows the User Datagram Protocol.
9. The method of claim 6 further comprising:
sending the human-readable information to a graphical user interface for display on a display device.
10. The method of claim 6, wherein the out-of-sequence packet error is an error in a number of selected errors, the method further comprising:
determining whether one of the number of selected errors has occurred based on the header of the data packet; and
generating an error indication in response to a determination that the one of the number of selected errors has occurred.
11. The method of claim 10, wherein determining whether the one of the number of selected errors has occurred comprises:
determining whether the out-of-sequence packet error has occurred with respect to a sequence.
12. The method of claim 10, wherein determining whether the one of the number of selected errors has occurred comprises:
determining whether the out-of-sequence packet error has occurred with respect to a channel sequence.
13. The method of claim 12 further comprising:
sending the error indication to a graphical user interface for display on a display device.
14. The method of claim 6, wherein receiving the data packet comprises:
receiving the data packet over a network.
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