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It is well documented that government agencies do not have the same incentive as the private sector to focus on process effectiveness and continual improvement of those processes. It is also well documented whenever government agencies fail to deliver efficient, effective, consistent, and fair services to the citizens. In spite of the various “reinventing government” and “effectiveness initiatives” of the past decades, and in spite of the efforts on the part of many agencies to improve, government in general still lags behind industry in creating a culture of effective processes and systems. While the tragic events that unfolded recently in Flint, Michigan, teach us that running government “like a business” does not always take the needs of the citizenry into account, there are many lessons and techniques from the private sector that government agencies can use to improve.

The incentive to improve, while mandated by various administrations\(^1\), needs to come from within the workforce, in order to effectively take root. The best, most effective incentive is to reduce, control or eliminate risk. Government agencies face some of the same risks as the private sector, while some are unique. While ISO 31000\(^2\) has been around since 2009, risk has taken on increased visibility within the private sector with the advent of the emphasis on risk-based thinking in ISO 9001:2015\(^3\). The relationship between risk-based thinking and effective processes is simple and direct. Those processes that are well thought out and standardized (i.e. Plan-Do-Check-Act), will have taken into account the applicable policy, statutory, regulatory, safety, quality and technical parameters, which may not occur to someone performing the process with minimal experience or training; and thus protect the employees, the public and the agency from statutory and regulatory violations; delay in providing services; non-delivery of services; harm to public or employee safety and health; cost overruns; breaches in security; loss of confidence in government; failure of publicly funded projects; damage to the environment; ethics violations, and the list goes on; with local, national and even international consequences.

The Plan-Do-Check-Act process, also known as the “process approach” can be used at any time to establish and standardize a process, and it can also be used to check periodically for “process creep” (i.e., informal, unauthorized changes that have occurred over time), any necessary updates and improvements. While ISO 9001 compliance is not mandated for all government agencies, if interpreted correctly, it can be useful in establishing a framework and implementing effective management systems and processes.\(^4\)

Another method that can be used to evaluate effectiveness is the scorecard definitions in Mallory’s Process Management Standard\(^5\) as a basis for evaluating work on the process level on
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a scale of 0-5, with 0 being immature, or non-existent processes and 5 being standardized, effective, and continuously improved and improving processes. With processes on the lower end of the scale, agencies are vulnerable to a great many risks, with employees and managers making up many of the rules as they go, leading to the above listed negative results. Without clear guidance for nominal operations, off-nominal situations can, and do, increase the likelihood of chaos. In an increasingly technical environment, with inter-agency communication and collaboration becoming the norm, agencies need to come to grips with the fact that processes can become rapidly outdated, and that the technical community should take on an increased role in the maturation of the agency’s processes.

Industry has long known that effective processes are also efficient, and process improvement methods such as Kaizen, Lean, Six Sigma, 5S, and mistake proofing lead to increased productivity, improved quality, and decreased cost. Again, government agencies have different concerns, but inefficiencies and mistakes can have dire and wide reaching consequences for the public that they serve. While no one goes to work planning to cause harm, it is up to agencies to establish upper level systems, which make establishment and compliance with processes possible. Again, Mallory provides us with a Systems Management Standard, similar to the Process Management Standard, with a scale of 0-5 for systems effectiveness and maturity.

Deming determined that “eighty-five percent of the reasons for failure are deficiencies in the systems and process rather than the employee. The role of management is to change the process rather than badgering individual employees to do better.” It is not just the working level employees who need effective processes, but the mid- and upper level managers as well. A disciplined management culture sets the tone for the employees, aids both routine and off-nominal decision-making, and incorporates risk –based thinking into the systems and processes as a matter of normal activity. Figure 1, illustrates the relationship between ineffective and effective processes and risk, through the use of the “stoplight” colors that are commonly used to show serious situations (red), situations which may be improving or deteriorating depending on trends (yellow), and situations that are under control and continuously improved (green).
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Another lesson that industry can provide, is that management, as well as processes and systems, generally will have performance indicators. Establishment of performance indicators can be useful in assessing risk, since they provide a basis for considering what can prevent the organization from achieving the required results or measures. From this assessment, appropriate controls can be included in processes and systems. It needs to be clear that risk assessments include evaluation of both likelihood and consequences. There are many examples in the news, from weather to the economy, where likelihood was thought to be low, and therefore not taken seriously, but the consequences, when it occurred, were disastrous.

Performance indicators can run the gamut from cost, schedule, quality, safety, security, productivity, customer satisfaction, regulatory compliance, and many others. In order for government agencies to improve, they need some kind of baseline from which to begin their measurement process. The performance indicators, which should relate to strategy, mission, goals and objectives, also provide a measure of whether processes and systems are effective. It should be noted that when an organization fails to achieve their performance goals and objectives, they likely have gone beyond the risk of a negative outcome, to a problem that has already manifested itself.

A word about the audit process is necessary. Dr. Nigel Croft, Chair of ISO/TC 176/SC2, (technical committee for ISO 9000 series standards) in his keynote address to the Exemplar Global Auditor Symposium in May, 2017, pointed out the necessity for a transition from what he termed “tick the box” auditors to auditors who “understand the business”. With the trend toward less prescriptive and more results-based standards, it is necessary for the auditors to have subject matter expertise in the area being audited, so that they can adequately evaluate whether a process is effective and whether risk-based thinking has been included in process development.8 This should be the case regardless of the which standards are applicable. The advantage to an organization in using some type of performance management standard (e.g. ISO or Baldrige), defining their systems and processes, and analyzing them for effectiveness, is that it serves to preclude much of the subjectivity that might otherwise be injected into the audit results. It is incumbent on the process owner, however, to be well versed in the process parameters and
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performance indicators, such that effectiveness can be evaluated periodically whether or not it is being audited.

Much has been written about the water crisis in Flint, and it offers a good case study in ineffective processes. While the entire story cannot be reiterated here, it is instructive to follow the basic chain of events. An emergency manager was appointed to deal with the financial crisis, and he was allowed to make decisions based on financial considerations without a thorough technical or risk assessment. The assessment that Flint was given by the Michigan Department of Environmental Quality that corrosion control was not necessary, was in error. Once the lead contamination began to surface there was not an effective process for assessing and investigating the public health complaints to determine the cause; and once the cause was detected, there was not an effective process for the local, state and federal environmental, legal, and public health communities, the scientific community, the emergency manager, and the governor, to collaborate on the issue, its source, and its solution, in a timely manner. The following statement taken from congressional testimony of Virginia Tech University Professor Marc Edwards, is a case in point:

"We would not have this disaster if they had had a corrosion control plan," said Edwards, who added that he believes the crisis "probably started innocently in the chaos of the turnover (to the Flint River) and someone simply forgot to follow the law."9

The lack of a plan (process) led to chaos, and someone forgot to follow the law. Thousands have suffered because there was no process. Effective processes that manage, reduce, and eliminate risk are not just desirable, they are essential to government operations and can even be a moral imperative.
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